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task-data dependency, 29, 431–32
task participation, 637
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564
TELNET, 569
test data method, 819–20
testing

of program modules, 798–800
techniques, 824–29
white box techniques, 818–22

test libraries, 802–3
tests of controls, 804
theoretical computer ethics, 115
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